Why Do You Need CARM?

Cyber Attack Remediation & Mitigation

Your Cyber Defences Will Be Breached!

- Key issues facing CISO’s
  - Lack of visibility
  - Volume of incidents
  - Classification of incidents
  - Time to detect - time to contain

Hacktivists
- Defamation
- Press
- Policy

Organised Crime
- Economic advantage

Economic Espionage
- Economic advantage

Why Do You Need CARM?

63,000 Known Security Incidents in the USA in 2012

Breach Motivations

- Percent of Breaches
- Percent of Breaches
- Percent of Breaches
- Percent of Breaches

67% of Victims Were Discovered by an External Entity

UK PwC has reported that every large (>250 employees) business suffered in excess of 54 attacks

About the Threats

- Breach from outsiders: 92% of data
- A result of malicious code from an insider: 8%

100% of victims had up-to-date anti-virus signatures

46% of compromised systems had no malware on them

TROJANS
- Phishing
- Hacking
- Botnets

Cardholder details are accounted for over 99% of exposed data

Advance attacks are on the network

For more information on CARM visit: www.exclusive-networks.com