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Pulse Secure delivers Secure Access solutions that enterprises rely on to make their workforce more productive while ensuring 
compliant and protected access for hybrid IT. 

The Pulse Access Suite provides easy access for users and a single-pane-of-glass to streamline provisioning, management and 
scalability. Organizations can centrally orchestrate Zero Trust policy as each solution integrates adaptive identity and device 
authentication, protected connectivity, extensive visibility and analytics, and threat response across mobile, network and multi-
cloud environments.

Overview
Pulse Secure provides easy, comprehensive software-driven Secure Access solutions for people, devices, things and services 
that improve visibility, protection and productivity for our customers. Our solutions and Suite uniquely integrate cloud, mobile, 
application and network access to enable hybrid IT in a Zero Trust world.

Pulse Access Suite Plus
Pulse Access Suite Plus delivers protected connectivity, operational intelligence, and threat response across mobile, network, 
and multi-cloud environments – providing superior user experience and single-pane-of-glass management. Secure Access 
management is simplified with centralized policy administration, a unified appliance platform, broad endpoint client coverage, and 
standards-based infrastructure and cloud interoperability.

Pulse Access Suite Plus 
Delivers Zero Trust Access
Comprehensive Secure Access for productivity, 
visibility, and compliance

The Suite is designed for procurement ease with flexible add-on capabilities, deployment and licensing to provide reduced total 
cost of ownership. It provides dynamic endpoint and access oversight, offers granular access policy enforcement, and works with a 
customer’s existing infrastructure and access ecosystem.

As a result, organizations can consolidate disparate remote and cloud access tools, reduce security exposures and control gaps, 
and gain operational efficiencies and economies.

ESSENTIALS PLUS ADVANCED PLUS ENTERPRISE PLUS

Zero Trust Access
 for Hybrid IT

Zero Trust Access with 
BYOD and IoT

Enterprise-Grade 
Zero Trust Access and Resiliency

VPN, Cloud and
 Endpoint Compliance

Access Optimization, Enforcement and 
Enhanced Management 

Access Service Delivery and
 High Availability

• Protected connectivity with active user 
authentication, endpoint compliance

• Network and cloud SSO

• Mobile VPN and MDM for BYOD

• Network endpoint and IoT device 
discovery, profiling, tracking

• Centralized visibility and management

ESSENTIALS PLUS EDITION with 

• Network access control for guest, 
privileged and service users

• Endpoint and IoT device enforcement

• Network access segmentation 

• Anomaly detection and response

• Automated ecosystem threat response

• Optimal Gateway Selection

• Flexible license management

ADVANCED PLUS EDITION with

• SLA-based performance

• High availability

• Emergency capacity

• Disaster recovery



SOLUTIONS Essentials + Advanced + Enterprise +

Pulse One Manager – (Cloud or On-premise) Cloud 3 3

Unified Client (Windows, MacOS, Linux, Android, iOS) 3 3 3

Pulse Connect Secure (VPN) 3 3 3

Pulse Workspace (Mobile VPN, EMM) 3 3 3

Pulse Cloud Secure (SSO, Cloud Access) 3 3 3

Web-based access portal 3 3 3

Pulse Profiler (Network device discovery, insights, tracking) 3 3 3

Pulse Policy Secure (NAC) 3 3

Optimal Gateway Selection (vADC) 3 3

Global License Server 3 3

Virtual Application Delivery Controller with Services Director 3

In Case of Emergency licensing (Business continuity) 3

Gold or Platinum Support Services Option 3 3 3

Customer Success Manager OPTION OPTION OPTION

Support Top Hybrid IT Secure Access Initiatives
Essentials Plus offers

• Secure, seamless hybrid IT access for desktops, laptops, mobile and IoT devices (agent and agentless).

• Centralized, cloud-based management of Secure Access infrastructure with extensive interoperability.

• In-depth access visibility into users, endpoints, IoT devices and applications - remote and on the network.

• Identity, device, and security state authentication with Multi-factor Authentication (MFA) and Single Sign-On (SSO).

• Protected connectivity: always-on, per-app and on-demand VPN with simultaneous and split-tunneling.

Advanced Plus adds

• On-premises role-based and device access enforcement; guests, privileged users, endpoint and IoT devices (wired and Wi-Fi).

• Optimal Gateway Selection that connects users to nearest available application gateway for best response.

• Auto-threat response and network segmentation leveraging access ecosystem, and User and Entity Behavior Analytics (UEBA).

• Global License Server facilitating regional secure connectivity management.

Enterprise Plus adds

• Robust disaster recovery capabilities across regions, data centers and cloud.

• Flexible load balancing for applications and gateways to ensure optimized traffic flow and user experience.

• In Case of Emergency (ICE) licensing to address dramatic peaks or change in demand.
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ABOUT PULSE SECURE
Pulse Secure, LLC offers software-defined Secure Access solutions that provide visibility 
and easy, protected connectivity between users, devices, things and services. The company 
delivers suites that uniquely integrate cloud, mobile, application and network access control 
for hybrid IT. More than 24,000 enterprises and service providers across every vertical rely 
on Pulse Secure to empower their mobile workforce to securely access applications and 
information in the data center and cloud while ensuring business compliance.                      

Try our products! www.pulsesecure.net/trynow       
Learn more at www.pulsesecure.net

www.facebook.com/pulsesecure1

twitter.com/PulseSecure

linkedin.com/company/pulse-secure

info@pulsesecure.net
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Pulse Secure LLC
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