
SMB DATA BREACHES IN THE UK

19 88%
65,000 4,500

EVERY 19 SECONDS, A

UK SMALL BUSINESS IS

SUCCESSFULLY HACKED

UK COMPANIES HAVE

SUFFERED BREACHES IN

THE LAST 12 MONTHS

OF THOSE 65,000

ATTEMPTS SUCCEED.

EVERY. SINGLE. DAY

ATTEMPTS TO HACK 

SMBS OCCUR IN THE

UK EVERY. SINGLE. DAY

THE  INCREASED  IMPORTANCE  OF

SMB CYBERSECURITY 

44% 33% £0.5m 48%

UK CYBERSECURITY SKILLS GAPS

UK COMPANIES REPORT

A BASIC CYBERSECURITY

SKILLS GAP

UK SMBS FEEL

UNPREPARED FOR A

CYBERSECURITY ATTACK

UK SMBS PLAN TO

OUTSOURCE THEIR

CYBERSECURITY

THE CYBER SECURITY

UNEMPLOYMENT RATE

IS APPROACHING 0%

COST OF CYBERCRIME IN THE UK

CYBERSECURITY RISKS IN THE UK

UK CONSUMERS WILL

STOP SPENDING WITH A

BUSINESS POST-BREACH

UK ORGANISATIONS SAY

THEY LOST CUSTOMERS

AFTER A BREACH

UK ORGANISATIONS HIT

BY RANSOMWARE IN 

THE LAST 12 MONTHS

THE AVERAGE

REMEDIATION COST OF A

RANSOMWARE ATTACK

WOULD HAVE BEEN

PREVENTED WITH A

THREAT ASSESSMENT

DATA BREACHES IN

THE UK ARE CAUSED

BY HUMAN ERROR

HAVE DONE A CYBER

RISK ASSESSMENT IN

THE LAST 12 MONTHS

DON'T PROVIDE STAFF

WITH REGULAR SECURITY

AWARENESS TRAINING

88% 80% 63% 31%

48% 57% 30%0%

UK REMOTE WORKING

LESS THAN 20% UK

SMBS HAVE TAKEN OUT 

CYBER INSURANCE 

THE AVERAGE NUMBER

OF DAYS IT TAKES TO

IDENTIFY A BREACH

THE INCREASE IN UK

PHISHING ATTACKS

SINCE FEB 2020

ATTACKS TARGETING HOME

WORKERS HAS INCREASED

FROM 12% TO OVER 60%

2020 19.9% 206667%


