
Prerequisites:  
1. An existing Panorama 

management system in 
operation. If unavailable, 
Cloud Managed Prisma 
Access will be used.

2. IPv4 addressing is in use.

3. On-premises or cloud-
based firewall is operational 
with at least a single public 
interface and ISP.

4. An internal Active Directory 
Server is deployed & 
available.

5. If you are operating two 
firewalls at a location in 
high availability mode 
for resilience, that you 
configured the firewalls for 
active/standby operation.

6. Your firewall has an 
operational link to the 
internal subnets.

7. You have access to Prisma 
Access for users license & 
have the Palo Alto Networks 
authorisation code.

To order the Get Going 
Service for Panorama, please 
contact your local Exclusive 
Networks partner or sales 
representative.

GET GOING
with Prisma Access Quick Start  

Overview: 
Fast-track your Prisma Access deployment to deliver rock-solid 
security to remote networks and mobile users with Exclusive Networks 
QuickStart Service for Prisma™ Access. The Quick Start will ramp up your 
implementation and align it with best practices. Exclusive Networks 
will guide you through the design & deployment of Prisma Access in 
your environment for up to 1000 remote users, to safely enable remote 
networks & mobile users in the cloud.

Please contact resourcing@exclusive-networks.com 
for all presales or professional services requests

How it works:  
The QuickStart Service for Prisma Access expedites onboarding activities and shortens 
your time to value while following best practices. The service is delivered in four steps:

1) Installation: This includes the activation of Cortex™ Data Lake and Prisma Access 
along with the installation of the cloud services plugin.

2) Configuration: Next is proper configuration of Prisma Access, including two service 
connections, four remote networks, mobile user onboarding, and 10 security policies. We 
will also build the applicable IPsec tunnels as well as modify GlobalProtect™ app behavior, 
gateway routes, and access. The GlobalProtect app will be configured for pilot testing.

3) Validation: Once the configuration is complete, we’ll work with you to validate 
routing as well as perform a configuration assessment and security posture review. This 
includes a review of your Prisma Access and Cortex Data Lake configurations, a review of 
your logs and traffic flows, verified access to User-ID™ technology, and application of any 
configuration changes based on documented best practices.

4) Handover and review: Once the implementation is complete, we’ll train your 
team on administration and operations best practices. We’ll also review findings from the 
assessment and security posture review and recommend next steps.

This quick start service expedites onboarding activities & shortens 
your time to value while following best practices.

Deliverables Summary: 
   Activation of Cortex Data Lake and Prisma 

Access along with the installation of the cloud 
services plugin.

   Configure up to two service connections, 
mobile user onboarding & 10 security policies.

   Modify the GlobalProtect app behaviour, 
gateway routes & access.

   The GlobalProtect app will be configured  
for pilot testing.

   Configuration assessment &  
security     posture review.

   Administration handover with customer.


